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 Goat farming holds significant profit potential due to high community 

demand for goat meat and its role in supporting national food security. To 

optimize its development, proper and efficient farm management is essential. 

This study aims to design a system for monitoring and improving goat 

farming by observing key environmental and animal health conditions, such 

as feed availability, temperature, humidity, and overall livestock health. The 

proposed system utilizes internet of things (IoT) technology and cloud 

storage to create a smart farm environment. Various IoT devices, including 

cameras, thermal sensors, and lighting equipment, are integrated and 

connected via Wi-Fi. These devices collect real-time data, which is then 

processed into informative analytics to monitor and support farm 

development. Through the use of IoT and cloud-based solutions, this system 

is expected to enable real-time supervision and create ideal, controlled 

conditions for goat farming, ultimately benefiting farmers. 
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1. INTRODUCTION  

In the present era where technology has become a tool for humans to do all the work easily [1]. The 

rapid development of science has made a breakthrough in making every day human life easier [2]. One of the 

technologies that can be used as human infrastructure in activities is the internet of thing or often abbreviated 

as IoT [3], [4]. The IoT enables physical objects to see, hear, think, work, and exchange information and 

coordinate decisions [4]-[6]. “Thing” in the context of IoT can refer to any device with an internal sensor that 

has the ability to collect and transfer data over a network without manual intervention [7], [8]. 

Some of the problems that occur in the development of animal husbandry in Indonesia, especially in 

goat farming is still using a fairly traditional and primitive way such as using human labour in supervising 

livestock, providing feed and so on [9]. Meanwhile, in the present, Indonesia wants to participate in the 

application of the Industrial Revolution 4.0 in the industrial world [9]-[11]. Many industry players are 

competing in implementing and utilizing IoT, cloud technologies such as cloud storage, cloud computing, 

and big data [12]-[14]. 

Problems often experienced by livestock breeders, especially in Indonesia, who still use traditional 

methods, without/rarely utilizing technological advances. Problems often experienced by farmers, especially 

in Indonesia, which still uses traditional methods, without/rarely utilizing technological advances. One of the 

problems often experienced by farmers is the difficulty in identifying diseases experienced by livestock, 

centered on livestock goats. In fact, the use of technology such as the IoT such as temperature detectors using 

thermal cameras can help farmers identify livestock diseases through the temperature of livestock goats.  
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By utilizing the principles of the industrial revolution, there are many potentials that are useful for 

the livestock sector, especially in the field of goat farming. With the background above, researchers can 

create new innovations to make it easier for goat farmers to carry out monitoring activities on their goat 

farms. This study aims to create a goat pen that implements IoT technology in the form of a thermal camera 

sensor, then the IoT module is connected to a goat farming system information management website. The use 

of an IoT module connected to a goat farming system information management website aims to help farmers 

identify diseases experienced by their livestock based on the temperature of the livestock. The design that 

will be carried out is an initial stage, and is still experiencing trial and error. By utilizing the principles of the 

industrial revolution, there are many useful potentials for the livestock sector, especially in the field of goat 

farming. With the above background, researchers can create new innovations to make it easier for goat 

farmers to conduct surveillance activities in their goat farms. This study aims to create a goat cage. 

 

 

2. LITERATURE REVIEW 

The IoT is a concept that can connect all devices using internet technology, enabling them to have 

the ability to collect and transfer data over the internet via the cloud (without manual intervention). “Thing” 

in the context of IoT can refer to any device with any internal sensor that has the ability to collect and 

transfer data over a network without manual intervention [5]. The technology embedded in objects helps IoT 

devices to interact with internal conditions and the external environment, which in turn aids in the decision-

making process. 

Laravel is a PHP-based framework that is widely used for developing web applications [15]. Laravel 

offers very useful features such as an expressive database abstraction layer, dependency injection, and 

excellent scalability [16]. Research on IoT devices has many various types. Table 1 is the previous research 

related to IoT devices. One of the research projects is by using ESP8266 and combined with different module 

devices. For example, there are several previous studies that have used the ESP8266 microcontroller, and 

minicomputer like Raspberry Pi 3 model B [17]-[20]. 

Another type of ESP is ESP32. The ESP32 is a low-power microcontroller with integrated Wi-Fi 

and Bluetooth, designed for IoT applications. In research, the ESP32 is used for rapid prototyping and 

developing IoT applications that require wireless connectivity and data processing [18]. The ESP32, with its 

enhanced processing power and additional features such as Bluetooth, offers significant advantages over the 

ESP8266 for more complex IoT applications [19]. While ESP8266 provides a cost-effective solution for 

basic IoT applications, the ESP32's superior performance and versatility make it more suitable for advanced 

projects [20]. Other study aims to enhance the efficiency and accuracy of monitoring and controlling solar 

irradiance in photovoltaic (PV) systems through the integration of IoT technology. The proposed system 

employs an ESP8266 microcontroller as the central control unit, which receives input from light dependent 

resistor (LDR) sensors responsible for detecting both the direction and intensity of sunlight [21]. The system 

collects various environmental parameters, including current, voltage, and temperature, which are processed 

and transmitted via a Wi-Fi connection to the Blynk application, allowing for real-time remote monitoring. 

Experimental results demonstrate that the implemented system achieves, on average, a 65% improvement in 

efficiency, accuracy, responsiveness, and user convenience when compared to conventional manual 

monitoring methods.  

Additionally, the development and implementation of IoT-based technologies have primarily 

focused on enhancing system efficiency and decision-making across various sectors, with a particular 

emphasis on smart agriculture. To support this, a robust theoretical framework is essential, which is provided 

by a systematic review of the application of multi-criteria decision-making (MCDM) methods in software 

engineering. This review highlights the challenges involved in selecting optimal solutions within complex 

systems, particularly those utilizing IoT [22]. This theoretical foundation is especially relevant when 

considering applied research, such as studies [23]-[25], which focus on the direct use of IoT in agriculture. 

For instance, IoT-based management and monitoring in smart agriculture [23] are explored alongside the 

development of information-centric approaches and dynamic data optimization strategies to address the 

efficiency challenges associated with real-time data processing [24]. Further enriching this approach, low-

cost IoT platforms integrated with unmanned aerial vehicles (UAVs) have been proposed to enhance 

environmental monitoring capabilities within smart agriculture [25]. Additionally, the technical 

underpinnings of IoT platforms like ESP8266 and ESP32 are thoroughly examined, addressing key aspects 

such as programming models, security vulnerabilities, and user-friendliness [26]. In conjunction with these 

technical insights, other studies have contributed to bridging the gap between technical and functional 

considerations by proposing architectural design approaches for IoT-based agricultural management 

information systems, which align with the integration and scalability needs identified in the broader body of 

research [27]. 
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Table 1. Previous studies 
Author(s) Title Journal Result and conclusion 

Nagaraju and 
Chawla [23] 

IoT implementation and 
management for smart 

farming 

International 
Journal of 

Innovative 

Technology and 
Exploring 

Engineering vol. 

8, no. 10, 2019 

This research was selected grouped by various domains and 
subdomains related to the use of sensors, actuators, 

communication technologies, energy control, storage 

solutions, data analysis for decision making, and 
visualization to farmers through web applications. In this 

study to digitize agriculture by using IoT devices by 

integrating each device into a system. 
Pal et al. [24] Information-centric IoT-

based smart farming 

with dynamic data 
optimization 

Computers, 

Materials and 

Continua, vol. 74, 
no. 2, 2023 

This research designed IoT-based smart farming centered on 

information with dynamic data optimization (ICISF-DDO), 

which improves the performance of smart farming 
infrastructure with minimal energy consumption and better 

service life. Here, the conceptual framework of the proposed 

scheme and the statistics of the design model have been well 
defined. 

Litayem and Al-

Sa’di [26] 

Exploring the 

programming model, 
security vulnerabilities, 

and usability of 

ESP8266 and ESP32 
platforms for IoT 

development 

International 

Conference on 
Computer Systems 

(ICCS) 

The study demonstrates that while ESP8266 and ESP32 

platforms offer flexible programming models and wide 
compatibility with various development environments, they 

are also vulnerable to exploitation through freely accessible 

software tools. The proof of concept highlights how these 
platforms can be manipulated to embed malicious 

functionalities in IoT systems, emphasizing the potential 

cybersecurity risks. Through critical analysis, the discussion 
underscores the importance of incorporating robust security 

practices when deploying these devices. The research 

provides practical insights for developers, encouraging 
proactive security planning to address vulnerabilities and 

ensure the safe integration of ESP-based IoT solutions. 

Almalki et al. 
[25] 

A low-cost platform for 
environmental smart 

farming monitoring 

system based on IoT 
and UAVs 

Sustain., vol. 13, 
no. 11, 2021 

Smart agriculture involves the integration of advanced 
technologies into existing agricultural practices to improve 

production efficiency and the quality of agricultural 

products. The evolution of IoT and UAVs has enabled the 
vision of sustainable smart agriculture, where these smart 

technologies have been shown to improve the quality of 

crop yields and reduce the environmental footprint of the 

agricultural sector. 

Köksal and 

Tekinerdogan 
[27] 

Architecture design 

approach for IoT‑based 
farm management 

information systems 

Precision 

Agriculture, vol. 
20, no. 5, 2019 

The aim of this study is to contribute to the current state-of-

the-art Miss by improving the current architectural design 
approach for IoT-based FMIS. the study aims to provide 

architectural design methods to design IoT-based Miss. The 

presented approach adopts a feature-based domain analysis 
approach to model the various requirements of smart 

agriculture. 

Hussain et al. 
[28] 

A framework for 
malicious traffic 

detection in IoT 

healthcare environment 

Sensors, vol. 21, 
no. 9, 2021 

The experimental results demonstrate the effectiveness of 
the proposed framework for developing efficient IoT 

context-aware security solutions. In addition, the proposed 

framework and the resulting dataset greatly help researchers 
to pursue the proposed methods to develop more robust 

context-aware security solutions, especially for IoT 
healthcare environments. Furthermore, with the help of the 

proposed framework, researchers can quickly generate 

traffic of other IoT use cases to develop artificial intelligent 
(AI)-based security solutions for other IoT use cases. 

 

 

3. METHODS 

The method used in this study is the software development life cycle (SDLC) method. SDLC is a 

methodology for creating and modifying software systems. By using the SDLC method, the benefits include 

facilitating programmers in developing a software application and even improving an existing software 

system. The SDLC model used in this study is the prototyping model. Keep your text and graphic files 

separate until after the text has been formatted and styled. Do not use hard tabs, and limit use of hard returns 

to only one return at the end of a paragraph. Do not add any kind of pagination anywhere in the paper. Do not 

number text heads-the template will do that for you. 

As shown in Figure 1, the prototyping model is a model that allows a programmer to create software 

using an initial representation of the software to be developed. By using this model, it is hoped that initial 

testing of the software can be conducted before the software is fully complete. 

Initial requirements. The identification of requirements in this study involves understanding all the 

necessary components for system design, such as IoT devices, the server that will store data from these IoT 
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devices, and a computer to run the system. This includes defining the software format, the costs associated 

with creating and developing the system, the cost of IoT devices, and preparing a broad design of the system 

to be developed. Table 2 is the requirements used in building the website-based IoT device system. 
 

 

 
 

Figure 1. Flow diagram of SDLC prototype  
 
 

Table 2. Device requirements 
No Required components Types of devices Prices (IDR) 

1. ESP32 Software 57,000 
2. MLX90640 Software 2,600,000 

3. Jumper cable female Software - 

4. Power micro-usb Software - 
5. Laravel Software - 

6. PostgreSQL Software - 

7. Visual Studio Code Software - 
8. DBeaver Software - 

9. Composer Software - 

10. Tailwind css  Software - 

11. Arduino IDE Software - 

12. Apache Software - 

13 PHP Software - 

 

 

This study employs the ESP32 microcontroller and the MLX90640 thermal imaging sensor as the 

primary devices. The ESP32 is a versatile and low-power IoT device equipped with Wi-Fi and Bluetooth 

connectivity, making it ideal for real-time data acquisition and communication. It acts as the central 

processing unit in this system, gathering data from sensors and transmitting it to the server. The MLX90640 

is an infrared thermal camera array capable of capturing temperature data across a surface with high 

precision. Its ability to detect temperature variations in real-time makes it particularly useful for applications 

in monitoring livestock conditions. 

In this study, these devices are integrated to develop an IoT-based monitoring system for the 

livestock industry. The ESP32 processes and transmits data captured by the MLX90640 sensor, which 

measures the body temperature of animals. This system enables continuous monitoring of animal health, 

identifying potential signs of illness through abnormal temperature readings. By leveraging IoT technology, 

this research contributes to enhancing livestock management efficiency and ensuring better animal welfare. 

The implementation of such systems demonstrates the potential of IoT devices in advancing precision 

farming practices within the agricultural domain. 

− Build prototype: this stage involves designing the prototype software system. Several aspects will be 

considered in designing a prototype: i) user interface: using blade to design the user interface (UI) for 

the website for monitoring and surveillance of livestock; ii) platform software: using a web-based 

application framework, Laravel, to display information about the livestock; iii) architecture: using PHP 

as the programming language to connect the database to the web application. Using PostgreSQL as the 

database management system. 

− Evaluate prototype: this stage involves evaluating the previously created prototype. If it aligns with the 

desired workflow, it will proceed to software deployment. However, if it does not meet the 

requirements, revisions will be made to the prototype. 

− Deployment: once the previous prototype aligns with the desired expectations, the coding process 

begins to develop the website application. This application will later integrate with IoT devices and 

connect to a server. 
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− Testing: in this stage, software testing is conducted, including white box testing, black box testing, and 

other testing methodologies. Additionally, testing is performed on the IoT devices through three 

experimental sessions to assess the performance of the created devices. 

− Evaluate system: in this stage, an evaluation of the system and website application is conducted by 

examining the performance generated from the designed website, ensuring that it functions as expected. 

Additionally, the performance of the IoT devices is assessed to identify any potential issues. If no issues 

are found, further investigation is conducted to determine the cause of any device not operating 

optimally. To ascertain that the IoT devices operate without hindrance, several aspects are considered:  

i) operational time: assessing the duration the IoT devices operate without encountering problems;  

ii) temperature readings: verifying whether the displayed temperature on the devices corresponds 

accurately to the object and ambient conditions; and iii) connectivity: identifying any issues 

encountered when powering on the IoT devices to establish connectivity with the website. 

− By examining these aspects, it becomes possible to ensure that the IoT devices operate smoothly and 

reliably, fulfilling their intended function within the system. 

− Maintain: this stage involves maintaining the developed software. It will receive error and bug reports 

from users, which the programmers will address by fixing the parts of the software that are experiencing 

bugs and errors. 

 

 

4. RESULT AND DISCUSSION 

To design a website application system, it's crucial to identify the necessary components required to 

complete the system development. There are several requirements needed for building the goat farm 

monitoring website application using IoT devices, categorized into two types: software requirements and 

hardware requirements. These requirements cover both the hardware and software aspects needed to build the 

goat farm monitoring website application using IoT devices. The hardware components will facilitate the 

data collection and monitoring, while the software tools will enable the development, styling, database 

management, and overall integration of the system. 

After identifying all the requirements needed to build the system, the next step is to create a 

prototype for the goat farm monitoring website using IoT devices. At this stage, several aspects will be 

considered and then addressed in the prototype development process. These aspects include: 

 

4.1.  User interface and platform software 

The homepage is a feature or menu that serves as the initial display of the website application, 

providing introductory information. It will also include news and information channels related to goat farming. 

Additionally, the homepage has a login menu that functions to navigate to the login page. Below is an example 

of the homepage for the goat farm monitoring website system using IoT devices, as shown in Figure 2. 
 
 

 
 

Figure 2. Landing page  
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The login feature is a menu that provides a screen for users to enter their email and password to 

proceed to the next page. The login page also includes a register link that directs users to the registration 

page. Below is the login page for the goat farm monitoring website system using IoT devices, as shown in 

Figure 3. 

 

 

 
 

Figure 3. Login page 

 

 

The register feature is a menu that provides a screen for creating a new account. The registration 

page contains a form that requires information such as first name, last name, address, email, password, and 

password confirmation. The last name and address fields are optional, while the first name, email, and 

password fields are mandatory. After registering, users will receive a notification to activate their account via 

the email they provided. Below is the registration page for the goat farm monitoring website system using 

IoT devices, as shown in Figure 4. 

 

 

 
 

Figure 4. Register page 
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The dashboard is a feature or menu that displays real-time monitoring of the barn via camera, 

account information, the number of goats on the farm, average health information of the goats, a bar chart 

showing the number of healthy and sick goats, and the farm location via Google Maps. All pages accessible 

after logging in will have a navigation bar on the left side containing features and menus accessible for each 

role. Below is the dashboard page for the goat farm monitoring website system using IoT devices, as shown 

in Figure 5. 
 

 

 
 

Figure 5. Dashboard page 

 

 

4.2.  System implementation 

The system implementation phase involves the practical realization of the design and planning stages 

into a functional and operational system. This section covers the step-by-step process of implementing the goat 

farm monitoring website using IoT devices. The deployment process on IoT devices is carried out on the 

Arduino IDE, and later the code that has been created on the Arduino IDE will be uploaded to the ESP32 micro-

controller that has been connected to the MLX90640. For the shape of the device can be seen in Figure 6. 

Before uploading the code on the device, configuration is done on the device first so that the device 

can run. In Figure 7, there are 4 jumper cables needed to be connected to the thermal camera module. Can be 

seen on the white cable is placed on the port D22 then the end of the white cable is connected to the thermal 

camera module port in serial clock line (SCL). For the yellow cable is placed on the D21 port and then at the 

end of the cable is connected to the camera module port in the serial data line (SDA). Then the red cable is 

placed on the I port 3v3 then the end of the red cable is connected to the camera module port in the voltage 

input (VIN). Finally, the black cable is placed on the ground (GND) port and then the end of the cable is 

connected to the camera port in GND. 

After configuring and installing the device, the next step is to perform testing and troubleshooting. 

At this stage, troubleshooting is done on IoT devices with the aim of finding problems and finding solutions 

to problems that arise. There are several troubleshooting sessions on IoT devices that are carried out due to 

the emergence of problems on the device. 

 

 

  
  

Figure 6. IoT devices Figure 7. Configuration device 
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4.2.1.  First session 

The first session of troubleshooting is done because there are findings on the board used in the 

Arduino IDE application, there are differences in versions with the microcontroller board that will be used.  

In the application, the board in the program uses ESP32 Wroom model while the device used uses ESP 

wroom 32 dev module. Although it has a similar name, but at the time of testing the device after uploading, 

the device can not return the value of the IP Address generated in the program. After troubleshooting, it is 

known that the version of the board that must be used in the application is to use Sparkfun EPS32 Thing. The 

reason for using that version is because the code used on the device can only be supported using the board 

even though the hardware does not use the same version as the board version in the application. 

 

4.2.2. Second session 

The second session of troubleshooting on IoT devices was carried out because there were findings 

on the cable used, namely the female jumper cable was loose against the installed port. Due to the loose cable 

as a result at the time of the device in the test sometimes experience problems such as thermal camera device 

is not detected on the I2C address. After doing the troubleshooting, it is known that the right solution is to cut 

the jumper cable on the connector and solder the cable directly to a microcontroller port and add the PCB as a 

place to put both devices into one part so that soldering the device can be done easily. 

 

4.2.3. Third session 

The third session of troubleshooting on IoT devices was carried out because there were findings on 

the connectivity of microcontrollers with camera modules that often experience freezing. There are 2 

conjectures on this problem, the first is the difference in volts from the power source to the volts needed by 

IoT devices, the second is a problem with the camera module experiencing corselet due to the difference in 

volts. The effort is to remove the solder Tin on each device and replace the power source by using a charger 

adapter that uses 5 volts. 

After implementing the system that has been designed, to find out whether this research can be said 

to be successful or not can be proven by the results obtained and analyze the results whether this research is 

successful or not, especially for IoT devices that in conducting trials are still experiencing some problems. 

To find out whether the IoT device that is made can be said to be successfully running or not, then 

in accordance with the research method in the previous system evaluation, there are 3 indicators of whether 

the device is working as expected or not. The first time that can be taken by IoT devices in a state of power 

on and not having problems, then the temperature results displayed on the device are in accordance with the 

conditions of the object and space or not, and see if there are obstacles when turning on IoT devices to be 

able to connect to the website. 

In Table 3 there are 3 experiments with the temperature produced and displayed by the device with 

the object of capture is human. Testing on humans is intended to determine whether the device can work 

properly and in accordance with the temperature of the object to be tested before implementation to the goat 

pen. In the first experimental session carried out on April 12, 2024, it can be seen that the average 

temperature displayed ranges from 37 °C. Then in the second experimental session carried out on April 24, 

2024, the average results displayed ranged from 37.5 °C. Furthermore, in the third trial session, the average 

results that the device showed ranged from 36.8 °C. Judging from the average results of the three 

experiments above, the IoT device can be said to work well to detect the temperature of the object, namely 

humans with normal temperatures because of the three experiments produced an average temperature range 

of 37 ℃. 

 

 

Table 3. Temperature indicator test data 
No Trial session Indicators Objects Average yield 

1 12 April 2024 Temperature Human 37 ℃ 
2 24 April 2024 Temperature Human 37.5 ℃ 

3 05 May 2024 Temperature Human 36.8 ℃ 

 

 

In Table 4 there are 3 experiments with different time ranges. In the first trial session on April 12, 

2024, it can be seen that the travel time of IoT devices when they turn on is only about 10 seconds then the 

device freezes and reboots. From these results it can be said that in the first experiment, the device 

experienced problems with an unstable power supply because the power source used came from the usb port 

on the laptop. Then troubleshooting and revamping was carried out, an experiment was carried out again on 

April 24, 2024. In the second experiment, the travel time of the device can work properly increased to 8 

minutes 30 seconds. The results were improved compared to the first trial session. The obstacle found was 
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still around the unstable power supply, but at this session it was found that the solder that was planted to the 

device was loose with the cable that forwards the source of electrical energy to the thermal camera module. 

After troubleshooting and revamping the soldering of the device, an experiment was carried out again on 

May 05, 2024. In the third experiment, the travel time of the device can work properly increased to 2 hours 

16 minutes. The results were significantly improved compared to the first and second trial sessions. 

 

 

Table 4. Duration indicator test data 
No Trial session Indicators Connection status Duration 

1 12 April 2024 Duration Success 10 second 
2 24 April 2024 Duration Success 8 minute 30 second 

3 05 May 2024 Duration Success 2 hour 16 minutes 

 

 

5. CONCLUSION 

From the data obtained during the testing process of the device, the results obtained when 

conducting experimental testing of the device, the resulting data can mean that the device can actually detect 

the temperature well, but there are constraints where the device several times stopped due to freezing and 

rebooting the device system where the constraints are caused because the thermal camera module can not 

receive electrical voltage well. If compare it with the previous studies, the effectiveness of using IoT devices 

for measuring the body temperature of goats is far from successful due to constraints with the MLX90640 

module and differences in microcontroller usage. In theory, ESP32 is better than ESP8266 due to differences 

in features, but the use of different modules results in the performance of ESP32 not being optimal. From the 

research that has been done, it was found that the use of the MLX90640 module combined with ESP32 for 

the use of IoT-based goat livestock monitoring can actually run well, it's just that in its implementation there 

are many obstacles in assembling IoT devices, it should be noted that the IoT device module used, namely 

MLX90640, is a device that is relatively expensive and difficult to find in the marketplace because the item is 

an imported item. but using the MLX90640 is the right choice because the device provides a thermal camera 

that is used to take target temperatures at a distance of about 1-2 meters. From the research that has been 

done, it was found that the use of the MLX90640 module combined with ESP32 for the use of IoT-based 

goat livestock monitoring can actually run well, it's just that in its implementation there are many obstacles in 

assembling IoT devices. 
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